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1
Decision/action requested

 It is requested to approve the new solution for KI #1 of 3GPP TR 33.737
2
References

[1]
3GPP TR 33.737: "Study on Authentication and Key Management for Applications (AKMA) phase 2"
3
Rationale

This pCR proposes to add a new solution in TR 33.737 [1].
4
Detailed proposal
*************** Start of the Change ****************

6.X
Solution #X: AKMA roaming for external AF in Data Network
6.X.1
Introduction

This solution addresses the KI #1.
This solution considers external AF in a data network in roaming scenarios. Specifically, AKMA architecture in clause 6.3 TS 33.535 [1] is reused to support the AKMA roaming which involves external AF in a data network.
6.X.2
Solution details

To support AKMA roaming which involves external AF in a data network, this solution reuses clause 6.3 TS 33.535 with the following modifications.
- 
In step 3, the NEF checks whether the connected AF is an external AF in the data network. If the AF is an external AF in the data network, the NEF sends an AF indicator to the AAnF in the home network of UE. The AF indicator indicates that the AF is an external AF in a data network. 

-
If the AAnF recieves the AF indicator and the UE is roaming, the AAnF in the home network sends SUPI of the UE, AF_ID, KAF, the KAF expiration time (KAF exptime) to the visited network (e.g., UPF in the visited network) of the UE. The hAAnF may obtain the visited network name of the UE from the AUSF/UDM in the home network of the UE.
6.X.3
Solution Evaluation
TBD.
*************** End of the Change ****************

